T 1 ik

Y

VAT AT ALY Mihax 2012 4RI K S

RIMS JAPAN CHAPTER CONFERENCE

ERM (&t zaz< 2y Avt) 3

Y794 Fr—
LY —(

ERM & SUPPLY CHAIN RESILIENCY

SNVATD
i75297)

20124 ERIMSEEE fﬂ"\‘ﬁoﬂ/i‘/]’ —oDeborab M. Luthi

ARHEZEH ST OZOREELVETHETIESZV
FREFLIZEIIOWTET BILZPL LIFE T,

FTRACHRORIEICOVTHLH A %L, RIMST
DIEDHHNZOWTTHALE T,

BEC#®EAN

ROZHNET RS - VT 14—, RIMS@}E%E%wa
9, MIEH 750 2B D250 5 ADF 412
K. BRLEEEM fﬁ?éh‘/7?>ﬂ<:ﬂ\ﬁ$%*§“
DIVITIAX VAZ - TRV r—TF o KNMEEMEE
LUK )= s TRVFE—ZIRML, BRET V75
YIYARADT =T NG =D BT ADHEHE T,
RIS HE. Ei, Ay AER, k2L Tl
FETHYIRY - AVAV O FER>TEE L2,

RIMSO & BIZeo T HIE324E, BLFITA->TH LI
11D 72oT0ET, FARRIMST — V77 =M EB,
ZL TR )7 2L — 5121991 SEICAIRR L7205 2
P NL—L D200 FHDOEHTHHIET .

RIMSOHLE R\ AT§ 12 725 TIZRIMS D ¥k s H
B E T HEA W OP R ELELZ, 201213 FA
ORI OMHFER-H2 ML ZEEET, KEEPNZEL Tl
NOZLEHELETHIETT KL, AT
MWRETCVENEELALIEAZ, WODOBINEE R E HE
LznweBwgEd, TT2oY 754 F2—VRERMAYE

Thank you for inviting me here to your beautiful country to speak to
you. It is truly an honor to be with you today.

Before we begin with our topic, I would like to take a few minutes
to introduce myself, give you a brief summary of my professional

background, and provide an update on RIMS.
Luthi Introduction

My name is Deborah Luthi and I am the President of RIMS. I am
the Enterprise Risk Manager for the San Francisco Public Utilities
Commission serving 2.5 Million people in the Bay Area with high
quality, reliable water and waste water services and providing clean,
green hydroelectric power to San Francisco's municipal operations;
including San Francisco's famous cable cars. I've also held risk
management positions in higher education, transportation, the oil and

gas industry, hospitality and retail.

I've been a member of RIMS for about 32 years and on the board
for 11 years. I am a member of RIMS Golden Gate Chapter; as well
as RIMS Sacramento Valley Chapter, which I helped to co-found in
1991.

I have set many goals for myself during my presidency; all grounded
in RIMS strategic goals. One of them is to continue on the path set by
previous RIMS presidents and truly embrace RIMS' chapters - both
in the U.S. and around the world. I want to maintain an open dialogue
to keep our Chapters informed of the latest news from the Society,

involved and engaged. I'm excited and honored to be here today to
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share these thoughts on the juncture of supply chain disruption and
Enterprise Risk Management or ERM and, more importantly, to meet

face-to-face with RIMS dedicated members here in Japan.
RIMS Introduction

For those new to the Society or considering membership:

RIMS is comprised of more than 3,500 industrial, service, nonprofit,
corporate, charitable and government entities globally. RIMS brings
networking, professional development and educational opportunities
to more than 10,000 risk management professionals. That represents
an extremely powerful and diverse body of collective intelligence

available as a resource for our members every day of the year.

Each year, RIMS holds an annual conference. In just a few weeks -
April 15 through the 18 - we will hold our 50th Annual Conference &
Exhibition in Philadelphia where we expect to have more than 10,000
risk and insurance professionals, thought leaders, service providers
and other exhibitors in attendance sharing their ideas to advance the

profession.

Also, last November, RIMS held its first-ever Enterprise Risk
Management Conference. Most impressive was the number of
industries and practices that were represented by the risk managers in
attendance. The three-day conference was packed with great sessions
and industry leaders who shared their experiences implementing
successful ERM programs within their companies. As one of the
attendees remarked, "The practitioner networking sessions alone

were worth the price of admission."

We're proud to announce that planning is in full gear for the 2012
ERM Conference scheduled for October in San Antonio, Texas.
Details about the conference can be found on RIMS website. We

hope that you will be able to join us.
Introduction to Topic

When this great opportunity to speak before you was presented to
me, | wanted to develop remarks that resonated with the audience but,
more importantly, provide useful information for you to apply within
your organizations, to help advance your risk management practice

for your organization's success.

As the topic description reads, in recent years, risk managers around
the world have been put to the test by a complete global financial
meltdown and, as you've had the tragic and unfortunate experience of

witnessing, epic natural disasters.

The Economist magazine made an interesting parallel, finding
similarities between the supply chain troubles companies faced during

the wake of Japan's earthquake that severely curtailed manufacturing
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and the global financial crisis in the United States in 2008.

The magazine said that, in both cases, two of the biggest surprises
were the unexpected connections the crises uncovered, and the extent
of the contagion. The problems began in a seemingly well-contained
part of the system-subprime mortgages in the case of finance, and

manufacturing in the case of the natural disaster-but quickly spread.

There lies the challenge for risk managers around the world. How
do we uncover those "unexpected connections" before it's too late?
Although the answer is not simple, I hope to highlight today how a
proactive ERM approach to risk management can help identify and

reduce areas of exposure.
Supply Chain

It is no secret that supply chain disruption can have a devastating

impact on any company.

Toyota Motor Corporation lost its position as the world's largest
carmaker and its profit forecast was cut in half after Thailand's worst
flood in 70 years.

In October 2011, Ford estimated it would lose production of nearly
30,000 vehicles due to the flood.

With 40% of the world's output of hard disk data storage devices
manufactured in Thailand, major computer makers such as Lenovo,
Apple, Western Digital and Seagate Technology braced for the
worse. In fact, multiple reports have indicated that hard disk drive
supply shortages in the wake of these floods will continue to affect
consumers, computer system manufacturers and corporate IT shops
into 2013.

And, although Sharp's manufacturing facilities in Thailand weren't
damaged, a spokesperson said that the company's inability to secure
certain parts from suppliers hit by the flooding could result in tens of

billions of yen in lost revenue.

When the earthquake and tsunami hit Japan, it was seen as a worst-
case scenario. It was the most costly disaster in human history, and
the economic toll has been estimated north of $200 billion. Likewise,
the meltdown at the Fukushima Daiichi nuclear plant was among the

scariest realities your nation could ever face.

Overshadowed, was the immediate impact the catastrophe had on the

country's economy, in particular supply chain continuity.

In hindsight, however, it appears the supply chain disruption was not
quite as bad as initially feared. Toronto's Globe and Mail reported as

much in June when it said:
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The system is proving remarkably resilient..." In addition, to the
country's self-sufficiency..."Japanese manufacturers moved faster,
and earlier than most, to lower-wage countries offshore, most notably
to China.

"The worst-case scenario envisioned after the Japanese disaster,
including widespread and lengthy shutdowns of plants around the

world, hasn't happened.”

Japan's ability to circumvent this epic disaster should be
acknowledged. Garland Chow, a professor and supply chain expert
from the University of British Columbia, added that "Ten years ago,
this kind of disaster would have been twice as bad because they

weren't ready."

But, if the Japan disruption wasn't as bad as expected, will it serve
as enough of a lesson that a lot of work still needs to be done in
terms of improving supply chain resiliency? Will companies become
complacent? Will they continue to diversify sourcing options enough

to weather the storm equally well if another worst-case crisis occurs?

A report by insurer FM Global may shed some light on that question.
"China and Natural Disaster - A Case for Business Resilience" offers
a simple, concrete, unmistakable reason why a disruption in China

could have an even more devastating impact on the global economy.

Of the companies surveyed, it seems that less than half of North
American companies relied on Japanese manufacturers but nearly
all of them rely on those in China. Fortunately, more are realizing
the vulnerability they have there. In fairness, most of those surveyed
were already concerned about the disruption potential of a disaster
in China. But a full 61% are now more concerned after seeing what

happened in Japan.

Key survey takeaways focus on three top areas:

70% are considering "increasing alternative sourcing"

65% are considering "increasing collaboration with suppliers on
mitigating risk at their locations"; and

61% are considering "implementing a more robust risk assessment

process."

Fortunately, it seems like most companies do plan to improve their
resiliency efforts in China. But there are still nearly a third of

companies that aren't.

There is no question that 2011 was a trying year for risk managers.

Hurricanes, tornados and droughts in the US, the Earthquake
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and Tsunami in Japan, and the Floods in Thailand remind us that
supply chain risk management is an often-overlooked segment
of the discipline when, in fact, it is the lifeline of many business

enterprises.
What is supply chain management?

It's not uncommon for two almost identical, competing businesses to
have very different supply chain models. But, both will most likely

share these four basic components:

1. Production: where, how much to produce and who to work with
to produce a product;

2. Inventory: where to store the product and how much to store;

3. Distribution: how the product should be delivered to the
consumer;

4. Payment: paying suppliers and selling to consumers.

Risk managers are often not in a position to manage the risk. While
most companies are aware of the risk, in many cases, no one "owns"
the risk. Nobody is really able to invest the time to stand back and
look at the whole process. However, risk managers given their unique
skill set to gather and analyze important information truly can assist

their organizations to increase the efficiency of a supply chain.

Supply Chain Evolution

And, although the components of a supply chain are uniform, to
keep up with the times the supply chain business model is constantly
evolving.

In-house manufacturing techniques have given way to outsourcing,
which has provided businesses with the flexibility to offer customized

products, usually at reduced cost.

But, as the number of suppliers, secondary suppliers and even
third-tier suppliers increase and the supply chain crosses several
international borders, the chance for supply chain interruptions grows

proportionately.

And, while companies generally insure against such risks, the
standard insurance product, contingent business interruption

insurance, can leave businesses exposed in some circumstances.

Toward the end of 2011, a Business Continuity Institute survey of
550 worldwide companies noted that 85% of them had experienced
at least one supply chain interruption in 2011 - up from 72% in 2010
and 74% in 2009. The survey also showed that 29% of the companies
reported more than one supply disruption, up from 20% in 2010.

The survey also shows that problems can occur at various points in a

company's chain of suppliers. While more than half of the disruptions
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started with companies' direct suppliers, 30% originated with tier two

suppliers and 9% with tier three or lower suppliers.

How can companies offset these supply chain risks?

Many have invested in contingent business interruption insurance
which extends coverage to a company's suppliers and customers. But
given last year's string of catastrophes, purchasing these lines has

become extremely expensive and harder to obtain.

There are other problems with contingent interruption insurance,
starting with the fact that it is triggered by physical property damage.
The 2010 volcanic eruption in Iceland is a great example. With air
traffic halted, airlines lost enormous amounts of money, but because

no property damage was incurred the coverage was irrelevant.

Instead of only purchasing insurance, risk managers, as always, must
prepare for the worst. Perhaps, having standby planes departing
from unaffected airports, emergency relationships with railways and
cruise-liners or other alternatives could have been considered in this

case.
Cause of Supply Chain Disruption

There are two main reasons for supply chain disruptions in this
day and age: the reliance on just-in-time inventory and the lack of
alternative suppliers. Though just-in-time manufacturing has proven
cost-efficient, it requires companies to rely on limited inventory. They
realize the great savings on storage, but this comes with a slimmer
margin of error for resupply deliveries. And, many companies are left

clinging to what little inventory is left after disaster strikes.

Companies must also diversify their suppliers, just as one diversifies
a portfolio of securities to limit risk. Sourcing parts from a
larger number of suppliers in geographically dispersed locations
undoubtedly decreases supply chain risks. But often-times, these
principles are not applied to a company's risk management plan

because they are not financially rewarding.

The commitment to supply chain resiliency starts at the top of the
organization. The most open-minded organizations view supply chain

resiliency as a competitive advantage.

In such organizations, a supply chain disruption is viewed not
only as a threat but also as an opportunity to gain market share.
At the moment supply is unavailable, customers will instinctively
look elsewhere, opening up the perfect opportunity for prepared

companies to seize new business.
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Additionally, there is a real concern of reputational risks associated
with supply chain interruption - begging the public to question the

integrity of an unprepared company.

To truly establish supply chain resiliency, an organization needs a
corporate culture that encourages forward thinking and a commitment
to designing products and manufacturing process that incorporate
supply chain risk. They also need to build collaborative relationships
with suppliers to mitigate risk and have the agility to quickly and
effectively deal with a disruption with a robust business continuity

plan. These ingredients are integral to supply chain management.

So, how can a risk manager be proactive, help establish that type of
corporate mentality and engage all facets of his or her business into

the risk management process?

At RIMS, we believe that an Enterprise Risk Management approach

is exactly that solution.
ERM Defined

So what exactly is Enterprise Risk Management and why do we
differentiate it with the "enterprise" adjective?

Using "enterprise" as an adjective conveys the broader strategic
scope, cross-organizational interdependencies and involvement in
daily operations where risk management practices actually can help

create value for the organization, as well as protect it.

From RIMS perspective, ERM is a strategic business discipline
that supports the achievement of an organization's objectives by
addressing the full spectrum of its risks and managing the combined

impact of those risks as an interrelated risk portfolio.

ERM represents a significant evolution beyond previous approaches

to risk management by:

© Encompassing all areas of organizational exposure to risk (whether
they are financial, supply chain, operational, reputational or others);

© By prioritizing and managing those exposures as an interrelated
risk portfolio rather than as individual "silos";

o It also evaluates the risk portfolio in the context of all significant
internal and external environments, systems, circumstances, and
stakeholders;

© ERM makes companies recognize that individual risks across the
organization are interrelated and can create a combined exposure

that differs from the sum of the individual risks;

® It provides a structured process for the management of all risks,
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whether those risks are primarily quantitative or qualitative in nature;
© ERM can also help to view the effective management of risk as a
competitive advantage; and, finally
© ERM will embed risk management as a component in all critical
decisions throughout the organization.

In successful organiz¥ations today, ERM is no longer a "nice-to-have"
program, it is absolutely essential. In fact, Standard & Poor's is now
basing its financial ratings in part on the quality and effectiveness of

a company's ERM programs.

Assessing Your Risk Management Portfolio

It's easy to say "implement an ERM program." But, the obvious first

question would be - "Where do I start?"

Many of your companies will have components of ERM already in
place. But before you can begin the process, an important first step
is to determine your organization's current position within the ERM
framework and then to develop a plan to help gain acceptance for
creating an ERM business culture.

The RIMS website has a great tool available to the public to help you
make this evaluation: the RIMS Risk Maturity Model. This is a tool
risk management executives and other risk professionals can use to
develop ERM programs by scoring them in real time. The analysis,
based on guidelines set forth in the model, serves as a roadmap for

improvement.

The Maturity Model provides a step-by-step guide to evaluate internal
and external threats, and the people, processes, communication and
systems of an organization that are integral to the implementation
of an ERM culture. The Risk Maturity Model helps the operational
risk manager develop a "big picture" view of risk management and
provides the tools to take risk management to a higher level within

the organization.
Success of ERM

Without a doubt, for any ERM program to succeed, it must be aligned
with your organization's overall business strategy. By doing so, you
are essentially taking your program to the next level, into strategic

risk management.

If risk management is only thought of when there's an accident, injury
or natural disaster, then it will not be considered as a critical strategic

discipline to your organization's leadership.

The mission, goals and objectives of an organization must be clearly

and simply communicated at all levels of the organization.
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Everyone in the organization must tie their performance to the
strategic goals of the organization for it to be successful. Risk

management is no exception.

For example, in my line of business, municipal utilities, if one of
the goals is to ensure that the people of San Francisco have ample
access to safe drinking water, then the risk management goal is to
assist by helping employees - from engineers to customer service
representatives - identify and manage uncertainties in achieving that
goal, whether these uncertainties manifest themselves in computer
routing issues, decreased natural supply levels, changes in health

regulations or issues related to new construction.

Five Basic Steps of ERM

Although the steps involved in an ERM process are generally the
same, each organization goes about implementation in different
ways, depending on its strategic objectives, culture and operational

structure. In my organization, we use five basic process steps.

The first step is identification. In a typical risk management process,
the risk manager interviews individuals where a loss may occur in
order to identify exposures. This is a silo approach. In the ERM
approach, the interview and group discussions facilitated by the
risk manager are expanded to include stakeholders from across the

organization.

In the case of supply chain risk, these interviews can help peel back
the layers of a supply chain and paint a better picture for managers
across the organization to see who is supplying materials or what
region they are coming from. Potentially, this process could reveal
that all materials are imported from the same country and that a

diversification strategy should be implemented.

ERM not only highlights material risks, but it also shows what is
driving them and thus provides incredibly valuable information.
Managers have a natural tendency to only manage their silo since
that is what they control. The key, however, is to break down those
arbitrary boundaries when identifying risks. ERM helps leadership to

view their organizations not just horizontally, but also vertically.

During the identification process, it is important to consider events
"outside the bell curve." These so-called "Black Swan" events, such as
natural catastrophes, terrorist attacks and supply chain interruptions,
often do not hit the radar screen-they are not as obvious as a plant
burning down or a severe increase in energy costs-yet they pose a

significant impact on capital and may put the continuity of your
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business at risk.

Some questions that can help identify risks could include:
© Which assets do we need to protect?

© What supplies are essential to our organization's success?
© Where are our suppliers located?

© How do we bill and collect our revenue?

© What are our greatest legal exposures?

The responses to these questions will provide a much clearer picture
of the risks your organization faces and the steps needed to continue
the ERM process.

The second step is assessing the risks. There is a methodical approach
to distilling the list to those that your organization considers high
priority items. If a risk is already well-managed and controlled, it will
have a low residual risk. If your organization can do nothing about a
particular risk because it is so far beyond your control or influence, the
risk may merit only limited attention. This is a quick way to narrow
down your list to a more manageable size. It is important to remember
however, that even though a risk is beyond your control, it may still be

a significant risk to the organization and should remain on the list.

Once completed, risks should be ranked with regard to their
importance to your organization. Be sure that all significant risks are
captured on this list and that the priorities appropriately reflect each
business unit's operations and activities and the current environment.
This requires both the consideration of the potential impact or
consequence and the probability of the event occurring. A ranking
system may be as simple as using a scale - from one to ten - to help

determine the severity of each risk.

Third is evaluation. At this point, your organization should have a
much better understanding of the risks that need more attention.
You can now facilitate the organization's consideration of what
opportunities and benefits exist to mitigate the risks. On the other
hand, if the organization decides not to mitigate the risks, the impacts

of that decision will need to be considered as well.

This is where ERM implementation seems to cause the most trouble.
Facing a list of big risks, it might be very difficult to see how these
risks are to be evaluated in terms of mitigation. Very often, this
difficulty is caused by the complexity of the risk. Something like
brand reputation might be affected by thousands of activities within
the company, from research and development to marketing and sales.

So how do you address all of these areas?

The answer is that you don't. Rather, it is much more effective to

investigate the risk and determine which specific activities are



i

ZDWEF DY FHZ PR RDEDODPD LR RN LR )%
DTY,

B2 TR RICIRG 2 5- 25 7 B3 Vw<obdY
T3, TNLETETRDLIOTIERLL VA - AV v —
ETHEBRERED, ZERLBICEEL2T. WD
By FUAEBEIL. 2. 3OTELRIAZEREZHIE TR
o T, Mk, ERMEO 7ot 20k, VA
7 AVY—ZEBEFEOFMHBALEL. TNOLHED
RENEDIILLDOPERRDLZDOTT, INOLORE%
WU CTHRIICHERHTRET, RICEFZELRLTOLRN
Wz T&FT,

Bl ZAE, A pE B % 3 K TER W) A7 ORI D
THLWERDNYSETYT, LAL, VAZ - AT ¥ =08
FEBICHEEZL CTHARIZETA, FEALEDIEEE D OEL
TWDREETA Y DE T STZE 5 h0ET, 25
AT AL, EEOTEEIEOIENG2), VAZ -
AT Y — I EER L) AL D) AR O &
FEEPSELIENTEEL, 2OIHLTIAY - =
ATV —REBEVIHE— DY AZOfRPIZE>T, ERM
LRWVOYAZ (A RAEAEE ER TERW) 2RI
DTT,

BADAT Y TIVAT DB E R Z AT, T, &
DEBETIIIAY - 3V v — 3o D T2 2 &
WX THMOBDEE L)AL AMENZRIKSES
2R BENRBELE 2 SERIERIFE A

KREEDO LR ELE, é\ﬁci%?&mx7%ﬁiﬁi
T B72DITIF VO DR KB BN T, OB
E@Iiﬁ%ﬁf%kﬁ‘ HERTRE TS, am:cﬁnﬂ)%
NENLIZTOLEEREMEIRT . HENERIIILY A
IBIETT . INLDTRTOIVAZIIZZENZENDOE
WhPDLDOT, VAZKBO AR EEX LS 2T uL sk
DEH Ao

ERMLNJVOYAZZ A FED WA AR ER I 52
BDLIELIEYAY - AV Yy —DEBHMEB A 2LS
HTOMUHIlERINE T, %R LEERMER TlX, 2
DI BRIVAZI— T BT 518 (M) oBEEHEZZ
MIDI AN ST —< Y AD ) A7 5K % 8 S0 IR
BALTCWREBELTVET, YAZZB 6L TV 5
B EETHERD, HEBM A A R E O E
LARHAIRERDTT,

R, SHHOATY T IIE=F)I T TT o SDATFY
FIZEoTHBIZIVAY - XAV AV H R0 E) 0% 3F
i CEE$ MWAMZ o720 THRM 22 TITAHED
R 720 VAZ O D EAL T I EICE->TRIR

driving the risk and who is responsible for them.

For example, there are many ways a factory could be physically
damaged. Instead of focusing on all of them, a risk manager should
perform an investigation by walking through the factory, speaking
with key personnel and considering various loss scenarios in order
to concentrate on a few key risk drivers. Similarly, during the ERM
evaluation process, the risk manager should speak to the business
owners and study the various components of the business. These

interviews can clear up what needs attention and what does not.

For instance, when considering the risk of failing to meet production
goals, the process may seem daunting. But through subsequent
investigation, the risk manager may discover that most employees
agree that a plant shutdown is their chief concern. When further
investigation reveals that the threat of a power outage is a possibility,
the risk manager can concentrate mitigation efforts in this more
manageable area. At this point, the risk manager has tied a single
cause of risk (power outage) back to an ERM-level risk (failure to

meet production goals).

In the fourth step - mitigating risk and exploiting opportunities - a
risk manager must develop and follow specific steps to assist the
organization in not only reducing the risks and uncertainties that are

at the top of the list, but increasing their potential benefits.

Taking the previous example of the factory, the company has several
options to mitigate the power outage risk. It could build a second
factory in a different location, install a generator, keep a surplus
product supply large enough to see the organization through any
power outage or transfer the risk via insurance. All of these options
will have associated costs, so these need to be weighed against their

effectiveness in mitigating the risk.

ERM-level risks, because they involve many parts of the business,
often times call for a treatment that is outside the scope of the risk
manager's duties. An effective ERM strategy dictates that it is up
to the "owner" of the activity that drives the risk to determine the
most cost-effective mitigation plan. If the activity driving the risk is
owned by sales, for instance, then sales should be responsible for the

mitigation.

The fifth and final step - monitoring - allows the organization
to assess the effectiveness of its risk management process. What
may have worked initially could lose its effectiveness over time as

complacency sets in or as the nature of the risk changes. Only by
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monitoring can the organization recognize when adjustments or a

complete reevaluation of the risk is needed.

Benefits of an ERM Culture

So, what are the driving forces behind ERM? From my perspective, |

see three things:

One, it is obvious that corporate boards of directors recognize that
the internal audit function failed many corporations in the recent
global financial meltdown while stifling others when natural disasters
strike. Boards are now finding it necessary to identify and manage

risks in other ways, and ERM is the choice for many.

Two, it is also clear that regulators are looking at boards of
directors and risk management in a much different way than before.
As I mentioned earlier, the S&P is evaluating a company's risk

management efforts by benchmarking with similar organizations.

And, finally, in the U.S. and abroad, the fear of onerous government
regulations are providing the impetus for some firms to demonstrate
that they are capable of implementing risk management controls on
their own. Not only are firms responsible for their own actions, but
substantial compliance penalties can be incurred for dealing with
unethical suppliers and, in some cases, even unethical second and

third-tier suppliers.

This much is true about the benefits of incorporating ERM into your
existing business culture: Enterprise Risk Management creates a risk-
aware culture; identifies and manages cross-enterprise risks; provides
integrated management reporting; focuses on the most important

risks; and, enhances the risk response decision.

Now, with an ERM program embedded into your corporate culture,
the risk managers take on a larger role in the senior-level decision-
making process, and leaders will rely on our facilitation of the
process, our consultation skills and our analysis to not just protect
shareholder value - but to help create it. Because, it's only by avoiding
known pitfalls that the company can navigate its way towards greater

profits and success.

CONCLUSION

2011 was a tumultuous year, filled with unexpected supply chain
interruptions that highlighted the significance of this potential risk

and brought the consequences of such interruptions to the forefront.

As risk managers, we always need to help our organizations prepare
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for, anticipate and identify threats but last year made it apparent that
there is even a greater burden on us to protect a company against

threats that we previously thought could never happen.

As dramatic as the year was, I think it has been a wakeup call for risk

managers and insurers.

ERM encourages risk managers to take into account the strategic
goals of the organization and then to assist their organizations in
identifying threats to accomplishing those goals. But it does not end
there. The next step is to manage those risks and leverage them into

opportunities.

This is where risk managers can add significant value to their
organization. By helping the organization through that process,
and identifying where those risks lie, the risk manager is really
encouraging the organization to embrace a risk aware culture that
can be highly-effective in preparing for unexpected supply chain

interruptions.

It's important to remember that it is not just the risk manager up
against the world. In my organization, my risk practitioner colleagues
are helping out. I partner with strategic planning, emergency
planning, security, compliance and audit to identify potential threats
that could impede not only the goals of the organization, but also to
their accomplishing their own department's objectives in support of

the organization's strategic goals.

Our job is to instill that risk aware mindset and to maintain open
lines of communication with everyone who impacts the success of
the organization - from suppliers and auditors, to members of our
compliance team and security personnel - in order to prevent a silo' d

risk management approach...creating a true collaborative effort.

Today, as many companies review their supply chain models,
many are turning to ERM and witnessing the significant role it can
play in helping to support the company's objectives and strategic
goals, improve earnings and cash flow, manage growth, capture
opportunities and allocate capital and resources appropriately in a

more efficient and effective manner.

I want to thank you again for your time, and for inviting me to share

this very important topic with you....
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