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It is my distinct pleasure to once again have the opportunity to visit
Japan. As many of you know, Japan is my favourite country
(outside of Canada of course!) . This year is particularly special as I
am honoured to have the opportunity to contribute to the education
being provided by the Global Risk Management Institute in Japan.
Risk management education is very near and dear to my heart as [
have been involved in developing educational programs for over 10
years and | am pleased at the response to the Fellow program in

Japan.

My presentation today will focus on how Sun Life Financial has
established Central Risk Teams to affect enterprise risk management
throughout our organization, with particular emphasis on a key

output of the CRT, which is our risk management framework.

Sun Life Financial is a Canadian-based international financial
services organization. As such, we have operations in a number of
countries as listed on the slide. Although the slide includes our
operations in the United Kingdom, we have discontinued our sales
operation there and are currently running off our book of business.
Our operations in China and India are relatively new and are being
effected through joint venture partnerships. These are very important
operations to our organization as the markets in China and India are
exploding with opportunities.

Our products can be divided into two basic categories: the first is
protection which includes our portfolio of life insurance products

which we sell directly to individuals and to corporations in providing
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group life benefits to their employees. The second is asset
management. Under this category, we provide variable annuity
products in the United States and manufacture and distribute mutual

funds in Canada, the US, India and the Philippines.

SLF is designed as a decentralized business model in order to firmly
embed accountability for results in the business groups. As the
business groups are accountable for both long and short term results,
it is natural that they would also have the main accountability for
risk management.

Today's world requires that a company maintain strong corporate
governance and risk management principles and practices
throughout its organization. In order to do so, the Company has
created functional responsibilities for various areas of risk in the
Corporate Office in Toronto. It is the accountability of those
functions to develop appropriate policies, procedures and reporting
models. In particular, they are required to establish the risk tolerance
levels of the company and establish risk limits and guidance for the
business groups. This allows us to maintain our decentralized
business model with the appropriate checks and balances.

The implementation of the risk management practices are lead by a

series of Chief Risk Officers within the business groups.

The Chief Risk Office has overall accountability for the risk
management framework and the application of consistent risk
management techniques throughout the company. A considerable
amount of this responsibility relies on the ability of the staff in the
Chief Risk Office to coordinate activities among the corporate risk
functions and to work with the risk officers in the business groups to
obtain their buy-in and acceptance of initiatives. This concept will be
developed further throughout the presentation as it relates to the
development of central risk teams.

Corporate Investments is responsible for setting policies and risk
limits for investment risks including asset management and
asset/liability exposures. The Corporate Actuarial group has similar
responsibilities for risk exposures relating to product design and
pricing; underwriting and liability management and sufficiency of
capital and reserves.

The controllers group maintains the company's policy on Fraud and
fraud prevention. In addition, they have been the leader in the
development of the processes to ensure compliance with Sarbanes-

Oxley. The capital group establishes both the regulatory and
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economic capital needs of Sun Life.

The Compliance Officer has accountability to ensure that the
organization is in compliance with all relevant laws and regulations
in all the jurisdictions in which we operate including ensuring that
the company has appropriate market conduct and sales practices and
that we are in compliance with anti-money laundering and terrorism

legislation.

There is much discussion regarding the potential overlapping roles
between risk management and internal audit, focussing on who
should drive the ERM initiative within an organization. A successful
model is one where risk management and internal audit accept that
there are overlaps due to the nature of each function, and that these
overlaps are positive and can be leveraged.

Senior management requires information on risk, adherence to
policies, development of risk management techniques and an
understanding of risk limits. This is a role of management that
should be delegated to the risk management group.

On the other hand, the Board of Directors and shareholders need to
be assured that an independent function is also monitoring the risks
of the company as well as the overall risk management program.
This is the role of the Internal Auditor.

Therefore, it can be seen that the overlap is necessary. But it can also
be leveraged. The information that is gathered by the Internal
Auditor should be shared with the risk manager as part of the early
warning system on risk issues. The alliance between risk
management and internal audit is the foundation of the risk teams

within the organization.

Most risk managers come from a generalist background, however,
our experience in the management of hazard risks makes us ideal
candidates to run the risk management program in the organization.
The five-step risk management process should be utilized as a
business decision making tool that can be made applicable to all
forms of risk. It is the solutions for risks that differ from risk to risk,
not the process by which they are managed.

When establishing the risk team, the risk manager needs to be sure to
draw on the expertise in the head office with regard to expertise in
specific risk areas. For instance, I pointed out that in our
organization we have 6 key functions within the corporate office that
have an impact on the way risks are managed. In other types of

organizations, the risk manager may need to include health & safety,
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research & development, information technology, human resources
or other functions.

It is imperative that the ERM program be developed and
implemented with the buy-in of the operations. In order to do this,
representation and involvement from the operations is essential

throughout the process.

As a decentralized organization, SLF has created a committee
network to facilitate the development and implementation of our risk
management program. The Board has ultimate accountability for risk
management and established a Risk Review Committee in 1998. The
committee is made up entirely of external directors and meets four
times a year.

The Risk Review Committee is supported by an Executive Risk
Committee which is comprised of the Chief Executive Officer,
President, Chief Financial Officer and the Chief Legal Officer. It
meets monthly.

The Enterprise Risk Management Committee is made up of those
corporate risk functions which contribute to the Central Risk Team
and include representation from other areas on an as required basis.
It meets monthly on its own, but also meets every other month with
the risk officers from our key business groups. They in turn, have
developed risk committees that include both functional and
operational heads within their organizations.

Although the establishment of central risk teams facilitates the
development of risk management policies and procedures, risk
management is implemented in the front lines. Therefore, the risk
management structure needs to ensure that accountability is
positioned within the organization in a way that will ensure that the
operating personnel are educated and trained in the risk management

program and techniques.

The key function of a CRT is to bring together the variety of
expertise within the organization to ensure that there is a framework
for the management of risk that can be applied consistently
throughout the organization. Key to the practice of risk management
is maintaining a disciplined approach with respect to the
identification, assessment and treatment of risk issues. This requires
that risk management be embedded throughout the organization.

In order to effect a disciplined approach, the organization needs to
develop policies with respect to the management of each of the risks

facing the organization. In the case of SLF, this includes policies
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relating to financial, product and operational risks. The policies must
also include risk limits, that is, an expression of the tolerance of the
organization to accept risk and the actions that will be taken if the
organization breaches those limits.

The use of monitoring programs varies with respect to the type of
risk being monitored. For financial risks, quantitative measures such
as Earnings at Risk, Risk Tolerance reports and Value at Risk
models can be used. In our case, we utilize concentration reports,
assessment of reinsurance and case audits to manage product risk.
Most difficult is the monitoring of operational risks for which
cascading sign-off process can be developed. These types of sign-
offs are required under the US Sarbanes-Oxley Act and are based on
individuals within the organization confirming compliance with
policies relating to ethics, privacy, money-laundering, suppression of
terrorism, fraud and internal controls.

The most under-developed area of risk management relates to the
appropriate level of reporting. For too long, risk managers have
based their reports to senior management on the insurance programs
purchased for the organization. It is far more important for senior
management and the Board to understand the risks to which the
organization is exposed.

The other trap that risk managers fall into is mistaking data for
information. Providing reams of data to senior management and the
Board does not provide them with the appropriate tools to
understand and manage risks. This data needs to be digested and
presented in a way that allows for appropriate monitoring and

decision-making.

At SLF, the CRT was originally established in order to develop an
appropriate risk framework. With the assistance of an outside
consultant, we interviewed key people throughout the organization
in order to understand what was necessary to affect risk management
throughout the organization. These interviews were conducted with
senior executives, operational personnel and key risk management
function heads throughout the organization.

From the interviews, we were able to develop the top themes that
were raised in the interviews an analysis of which assisted us in
developing the key elements of the framework.

In this way, the framework was developed and designed by the CRT,
however, in order to be successful it was determined that it needed to
be implemented by the business group risk officers. In order to ensure

consistency, a training template was designed. The next part of my
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presentation will be to utilize the training template in order to illustrate
the risk management framework and program at Sun Life Financial.
Within the circle are the four elements of the framework which are
elaborated on in the presentation.

Outside the circle, are the foundations that are required in order to

implement the framework. These are listed later in the presentation.

Many organizations are focussed on the reward and upside of risk
management. However, the Enron situation shows that it is not
appropriate to have profit-making be the core objective of a risk
management program. Avoidance of risk is the number one
objective.

The third bullet point is the key. We are a risk taking organization
and must take risks to make profits. Sir Bob constantly refers to the
need to not become too risk-averse. It is important to ensure that the
risks we can take are ones for which we have the competencies to
manage them.

External reporting includes regulators, analysts, shareholders.

Philosophies tend to become motherhood statements, however the
fourth bullet point is the key. In order for our program to be effective
the BG leaders and risk champions must include RM in their

practices.

This is an area in which we need the most work. The interviews that
were undertaken to develop the framework identified culture as an
extremely dominant theme. We need to balance the risk-taking
culture of the entrepreneurial side of the organization with the more
conservative actuarial and control side.

The risk culture cannot be unique within the organization—— it
must fit within the company culture and organizational structure
already in place. It is not easy to develop a culture. In the case of
culture in particular, there must be a "tone from the top" that
cascades down into the business operations. The way that senior
management responds to mistakes, the manner in which
communications on risk move through the organization, the respect
that people hold for authority and for one another are all part of the

risk culture.

As risk culture is developed, it should focus on specific components.
At SLF, we have identified these five components. Risk

consciousness relates to the awareness of activities that generate
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risks and the need to determine whether a risk can be accepted or not.
Accountabilities are addressed within the framework to determine
that there are no overlaps and gaps between the Corporate Office,
Business Groups and Business Units and that everyone understands
their responsibilities.

A disciplined approach to risk-adjusted decision making is the core
foundation of a sound risk culture. If we learn to take risk into
account as we are making significant decisions, such as product
development and M&A we will be able to embed risk management

into the organization.

Collaboration is necessary in order to affect risk management
at SLF that is done through the Central Risk Team. Finally,

communications up and down and laterally are important in

embedding a risk culture this communication needs to be done

both formally and informally.

In a decentralized organization, it is important to understand who is

accountable for what. Not only does the framework provide a

description of accountabilities, but there is an appendix which

outlines specific accountabilities. OSFI is not our only regulator who

imposes certain accountabilities. The framework is designed to take

this into account.

The new risk categorization was designed to basically follow the

model of the Basel Accord which is in use for the banks. It is

anticipated that our regulator will be looking at this type of

categorization. Having four main categories allows for meaningful

aggregation.

The banks, however, have looked at market, credit and operational

risks in silos and have not recognized the overlap of operational risk

with the others. Our model of categorization is cutting edge in this

regard.

Examples:

®credit/operational _ not only are credit risk managers
accountable for VAR and predictable credit losses, but they
are also accountability for the credit process, ensuring that
there are controls around fraudulent lending and
catastrophic credit events.

® market/operational _ rogue traders

@ insurance/operational _ sales practices

®stand-alone/operational _ employee fraud, systems,
processes

In order to understand the full extent of risks, we have divided the
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categorization into five areas:

1. The four key risks

2. sub-categories of risks within those key areas

3. source or activity that generates each of the risks

4. events that would have to occur for the risks to be manifested into
a loss event

We have identified 15 potential consequences of a risk event. One or

more consequence can occur from any one event. they range from

financial impacts to jail terms to increased regulatory supervision to

loss of market capitalization to reputation damage.

This model emphasizes that reputation damage and non-financial

damages are just as important as pure financial consequences.

It also helps us understand that things like liquidity and capital

adequacy are not risks, but are impacted by risk events.

We have developed the risk profile for two reasons:

1. To provide guidance to the business groups on the risks that they
may take and the parameters of risk acceptance.

2. To provide a framework for reporting on the risk profile of the

organization to senior management and externally.

These are the formal communications forums that we utilize at SLF
in order to distribute information about risks, provide monitoring
facilities and feedback from the business groups. Risk Matters is a
quarterly publication which focuses on different risks in each issue.
In today's business environment, organizations need a consistent
approach to risk management that is transparent both within the
organization and to external stakeholders. To be successful and
developing and implementing enterprise risk management, the risk
manager should establish and coordinate a Central Risk Team to
facilitate this process.

The Central Risk Team brings together those risk professionals
within the organization who have the expertise to contribute to risk
management and also includes the operational leaders to bring risk
management closer to the front lines and to ensure implementation.
At SLF, the Central Risk Team meets these objectives by developing
and implementing a sound risk management framework and by
ensuring that there are effective policies, procedures and programs to

ensure that the key elements of that framework are addressed.





